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PROVIDING A SERVICE WITH
LOCATION-BASED AUTHORIZATION

CROSS REFERENCE TO RELATED
APPLICATIONS

This application is a continuation of U.S. patent applica-
tion Ser. No. 13/021,433, filed Feb. 4, 2011, now U.S. Pat.
No. 8,831,563, which is incorporated by reference in its
entirety.

BACKGROUND

1. Field of the Invention

The present invention is generally related to the autho-
rized delivery of services, and specifically to location-based
authorization of service delivery.

2. Related Art

As portable electronic devices become more powerful and
popular, consumer demand to have valuable services deliv-
ered to these devices has increased. Modern smart phones,
tablet computers, laptop computers and portable media
devices are all capable of the display of different valuable
service offerings without a fixed location. Even traditionally
“non-portable” devices, such as desktop computers, are
becoming so small that the likelihood of them remaining in
a particular location has decreased.

With modern, complex licensing schemes applied to
service providers, many desired services have limits upon
the locations to which they may be properly delivered.
Applied to a service provider, a popular motion picture can
have delivery restrictions that mandate delivery only to a
private household. Other location-based restrictions can also
be applied to licensees.

BRIEF DESCRIPTION OF THE
DRAWINGS/FIGURES

The accompanying drawings, which are incorporated
herein and form part of the specification, illustrate the
present invention and, together with the description, further
serve to explain the principles of the invention and to enable
a person skilled in the pertinent art to make and use the
invention.

FIG. 1 is a high level block diagram of a system of
providing a service to devices in multiple locations, in
accordance with embodiments of the present invention.

FIG. 2 is a more detailed block diagram of providing a
service to multiple devices in a location, in accordance with
embodiments of the present invention.

FIG. 3 is a more detailed block diagram of a services
controller, in accordance with embodiments of the present
invention.

FIG. 4 is a flow diagram illustrating a method of provid-
ing a service, in accordance with embodiments of the present
invention.

FIG. 5 is a diagram illustrating an exemplary computer
system that may be used to implement an embodiment.

The features and advantages of the present invention will
become more apparent from the detailed description set
forth below when taken in conjunction with the drawings in
which like reference characters identify corresponding ele-
ments throughout. In the drawings, like reference numbers
generally indicate identical, functionally similar, and/or
structurally similar elements. The drawings in which an

10

15

35

40

45

55

2

element first appears is indicated by the lefimost digit(s) in
the corresponding reference number.

DETAILED DESCRIPTION OF THE
INVENTION

While the present invention is described herein with
reference to illustrative embodiments for particular applica-
tions, it should be understood that the invention is not
limited thereto. Those skilled in the art with access to the
teachings provided herein will recognize additional modifi-
cations, applications, and embodiments within the scope
thereof and additional fields in which the present invention
would be of significant utility.

Overview

FIG. 1 shows an example network application architec-
ture 100 in which embodiments of the present invention, or
portions thereof, may be implemented. Architecture 100
includes locations 120A-B, wireless base station 160, net-
work 101 and service provider server 150. Locations
120A-B include devices 110A-B respectively. Location
120A further includes wireless signal 165, such signal
coupling device 110A to network 101 via wireless base
station 160, and location 120B further includes network
interface 170 that couples device 110B to network 101.
Service provider server 150 is coupled to network 101 and
includes services controller 130. As used herein, the term
“network interface” may refer to a network interface device,
such as a cable modem, a router, or a wireless basestation,
or to a network interface component within a device, such as
an Ethernet network interface card (NIC), or a WiF1i inter-
face. As used herein, the term “location” refers to a localized
area, for example: a household, a portion of a building, a
building, a city block or other similar local areas.

Traditionally, users seeking to have services provided
have been authenticated and authorized via credentials
including, for example, username and password, or by
possession of an authorized device, such as a cell phone with
a specific EIN or a provided set-top box. Under modern
licensing schemes, simply being an authenticated sub-
scriber—cannot always provide sufficient authorization to
receive certain services. In an embodiment, an additional
authorization condition verifies that an authenticated user is
consuming a service in a particular location.

An embodiment described herein relates to providing a
service to a user that is using a device in a particular
location, for example device 110A operating in location
120A. A request is received at service provider server 150
and services controller 130 determines that device 110A is in
location 120A. In another embodiment, services controller
receives the determined location for device 110A from a
different source. If services controller 130 determines that
location 120A is an authorized location for device 110A to
receive the requested service, then the requested service is
provided to device 110A via service provider server 150,
wireless base station 160 and wireless signal 165. An
example of an authorized location is a household location
associated with a subscriber who is registered as having
device 110A. Similarly, if services controller 130 determines
that location 120A is not an authorized location for device
110A to receive the requested service, then the requested
service is not provided to device 110A.

In a more detailed example, a request to provide a service
is received at service provider server 150 from device 110B
via network, interface 170. In this example, services con-
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troller 130 is further configured to determine the location of
device 110B based on the received request. One approach
taken by services controller 130 relies upon an established
relationship between network interface 170 and location
120B. Based on this relationship, services controller 130
determines that device 110B is at location 120B. In another
embodiment, the relationship between network interface 170
and location 120B is established by a determination, using
other means, that network interface 170 is in location 120B.
An example of service authorization based on different
approaches to determining the location of a subscriber is
described in U.S. patent application Ser. No. 12/652,463,
filed Jan. 5, 2010, entitled “Enhanced Subscriber Authenti-
cation Using Location Tracking” (hereinafter “Subscriber
Tracking Application”), which is incorporated herein by
reference in its entirety.

A non-limiting, list of example services provided by
services provider server 150 includes delivery of any type of
media content, for example audio and video content. In
different embodiments, such media content can be streamed
or delivered completely to devices 110A-B. In another
embodiment, an example service includes a software appli-
cation executed by both service provider server 150 and
device 110A, e.g., a game or productivity application. As
would be appreciated by one having skill in the relevant
art(s), given the description herein, any type of service
where the delivery location requires restriction and that can
be provided to devices 110A-B, could benefit from embodi-
ments described herein.

FIG. 2 shows a more detailed view of example network
application architecture 200, according to an embodiment.
Network application architecture 200 includes location 220,
wireless base station 160, network 101 and Internet 201.
Location 220 is a geographic location that includes user 205,
device 210, wireless signal 165 computer 215, desktop
computer 217, WiFi access point 265, cable connection 290,
set-top box (STB) 295 and cable modem 260.

WiFi access point 265 is wirelessly coupled to laptop
computer 215 (shown by a dotted line) and is coupled using
a wired connection to desktop computer 217. Though WiFi
access point 265 has wireless connectivity capacity, con-
cepts discussed herein that are applicable to this component
can apply to other similar types of network interface devices,
e.g., routers and switches. Cable modem 260 is coupled to
WiFi access point 265 and cable connection 290. Cable
connection 290 is coupled using a wired connection to STB
295 and service provider server 150 via network 101. In an
embodiment, network 101 is a proprietary network managed
by the service provider, such network coupled both to
service provider server 150 and Internet 201. In alternate
embodiment, service provider 150 is coupled to network 101
via Internet 201 (not shown). Location 220 further includes
wireless signal 165, such signal coupling device 210 to
network 101 via wireless base station 160.

According to an exemplary embodiment, user 205 is a
subscriber to services provided by service provider server
150. Typically, as used herein, user 205 generally refers to
a human individual, but user 205 could collectively refer to
a group of people, e.g., a family, or an organization. The
“user” concepts described herein can also be applied to the
devices themselves as “users” of provided services. Users
and user information are discussed further with the descrip-
tion of FIG. 3 below.

Service Request

As described above, in different embodiments, different
devices 110A-B can be used to receive a service provided by
service provider server 150. One approach to initiating the
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process of delivering a service to a device involves a service
request being generated from the device to which the service
is to be delivered. In another embodiment, the service
request can be generated from another source, and specify
the destination device. Because authentication by some
embodiments is dependent upon present characteristics (e.g.,
the geographic location) of a device, having the request for
a service originate from the device has extra benefits. As
discussed further below, significant amounts of location
information can be determined by analyzing the connections
used by a device to make a service request.

The service request, and the connections through which
the request is made, can include a broad range of informa-
tion about both the requesting user and the device to which
the service is to be delivered. In an embodiment, the service
request is received by a tracker in services controller 130,
and has user information and/or device information as
described further with the description of FIG. 3 below.

The following illustrative list of information items R1-R6
can be included alone or in any combination with the service
request. Some items R1-R6 can be derived by analyzing
aspects of the service request. Additionally, some of items
R1-R6 can be requested by service provider server 150 in
response to the receipt of a service request. Items R1-R6 are
listed below:

R1. User Identifier: For example, in making a service
request the user identifier can be a user name and/or pass-
word needed to access a user subscriber account. A user
identifier can also be included in identification stored on
device 110A, e.g., a user certificate, a token stored in
memory or a web cookie stored in a browser. In addition, a
user identifier may be determined, indirectly, via associa-
tions with other provided information items such as R2-R6,
below.

R2. Device Identifier: Modern electronic devices can
include a variety of identifying information that can be
linked to other aspects described herein, e.g., the requesting
user. For example, when making a service request, an
identifying piece of information (device identifier) can be a
MAC address assigned to a network interface within the
originating device. Alternatively, instead of being sent with
the service request, in an embodiment, a device identifier
may be queried and retrieved by the service provider from
the device rather than being sent in the service request. For
example, wireless base station 160 may obtain the device
MAC address when establishing a wireless connection with
the devices. In another approach, services controller 130 can
obtain the device MAC address from a dynamic host con-
figuration protocol (DHCP) component that assigns an IP
address to the device. A device may also be identified by a
token, a web cookie or a device certificate.

R3. Network Interface Information: The network inter-
face to which a requesting device is coupled can provide
significant information about the location of the device.
Network interfaces such as WiFi access points, cable
modems, and wireless base station 160 can have identifiers
that are linked to a location 120A and/or a requesting user.
Using this approach, the service request does not contain
identification information about the user and/or the device to
which the service is to be delivered. Linking a device with
a location can be based entirely upon information associated
with the network interface 170 through which the service
request is sent. Examples include: device 210 linked to
location 220 by wireless base station 160, laptop computer
215 and desktop computer 217 linked to location 220 by
WiFi access point 265 and cable modem 260. Further
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description of linking a network interface to a location and
a user is provided below with the description of FIG. 3.

R4. Network Connection Information. In another
approach, a requesting device connects via a network that
uses identification information to facilitate the connection.
For example, devices connecting over Internet 201 have an
IP address that can be associated with a device and/or a
location. Thus when laptop computer 215 connects service
provider server 150 via WiFi access point 265, cable modem
260, network 101 and Internet 201, at each point in the
connection path, an IP address is utilized. In an embodiment,
the connected devices (e.g., laptop computer 215 and desk-
top computer 217) are on a private network in the home and
their IP addresses are not visible to services controller 130.
In an example, because it is coupled to a service provider
managed element (cable modem 260), the IP address of WiFi
access point 265 is visible to elements outside of the
in-home private network, such as services controller 130, for
connections with the connected devices. Devices coupled to
WiFi access point 265—Ilaptop computer 215 and desktop
computer 217—may have individual IP addresses that are
not visible outside their private network, but their connec-
tion through WiFi access point 265 relays useful information
to services controller 130.

RS. GPS Information: Many modern devices can have the
capability of using GPS signals to approximate a geographi-
cal location. A service request can include this GPS infor-
mation in the request, or such information can be provided
by device 210 to service provider server 150 upon request.

R6. Wireless Signal Information: Devices that use wire-
less signals to connect to network 101 can connect to
multiple wireless base stations 160, each base station having
a different signal strength and/or timing offset in relation to
the device. As discussed below, an embodiment can combine
these signal strength and/or timing offset values to triangu-
late the location of a device.

As would be appreciated by one having skill in the
relevant art(s), given the description herein, additional items
of information can be included in and/or determined by,
service requests. It should be appreciated that information
used by embodiments that describes a user, a device and a
device location, can be established using a variety of
approaches.

Estimating the Location of a Device

Based on the information received from device 210, an
embodiment can estimate the geographical location of a
device. For example, based on information discussed above,
device 210 can be determined to be at location 220. Different
approaches can be used to estimate the location of device
210, including approaches that use information items R1-R6
described above, as well as other information. As noted
above, additional approaches to device geolocation are
described in the Subscriber Tracking Application. As further
described with the description of FIG. 3 below, in an
embodiment, a locator engine uses the information received
from the above-referenced tracker to determine the location
of device 210.

A non-limiting list of items [.1-L.4 listed below illustrates
different approaches used by embodiments to determine the
location of devices, including device 210, laptop computer
215 and desktop computer 217. While approaches [.1-[.4
listed below describe a broad variety of different approaches,
it should be appreciated that any approach to estimating
location can be used by embodiments. Items [.1-1.4 are listed
below:

L1. Wireless Signal Information: As noted with item R6
above for example, requests for services from a device 210
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accessed via wireless signal 165 and wireless base station
160 can typically be identified as originating from within a
specific service radius associated with wireless base station
160. To improve this accuracy, multiple wireless base sta-
tions 160 can be combined to triangulate the location of
device 210.

L2. GPS Geolocation: As noted above with item RS, the
location of device 210 can be established using GPS geo-
location performed by device 210.

L3. Network interface information: As noted above with
item R3, network interface information associated with the
connection between device 210 and internet 201 can be
included with the service request. By linking this network
interface information with location 220, the location of
device 210 can be established. In an example, location 220
can be linked to WiFi access point 265 by identification
information associated with WiFi access point 265. WiFi
access point 265, for example, has an associated MAC
address that can be stored by service provider server 150 and
used to establish the presence of device 210 in location 220.
In another example, desktop computer 217 connects to
Network 101 and Internet 201 via WiF1i access point 265 and
cable modem 260, these network interfaces having identi-
fication information that can be received with, or determined
from, a request and linked to location 220. At services
controller 130, cable modem 260 and STB 295 are related to
user 205, such user 205 having location 220 as their sub-
scriber household. In another embodiment, a provider using
other technologies, such as Digital Subscriber Line (DSL) or
Fiber to the Home (FTTH) may use similar techniques,
well-known to those skilled in the art, to confirm access
from within the subscriber household. Stored subscriber
profile information is further discussed with the description
of FIG. 3 below.

L4. Network Connection Information: As discussed above
with item R4, network connection information can be used
to determine the location of a connecting device. For
example, when the network connection information is an IP
address, well known techniques can be used to establish the
general location of connected device 210. As discussed
below with the description of FIG. 3, IP addresses can also
be stored for a user as a part of a subscriber profile. Having
a stored IP address linked to location 220 can allow iden-
tification of connected devices.

As would be appreciated by one having skill in the
relevant art(s), given the description herein, techniques in
addition to approaches [.1-[.4 listed above can be used to
estimate the location of a device. Approaches [.1-L.4 can be
used individually or in any combination to determine the
location of devices including, device 210, laptop computer
215 and desktop computer 217. In another embodiment, the
techniques described above, and particularly those described
in L3 and L4, may be additionally supplemented by mea-
surement of the round trip time between coupled devices
(e.g., laptop computer 215 and desktop computer 217) and
a service provider managed element (e.g., cable modem 260
or service provider server 150). This round-trip time mea-
surement can ensure that coupled devices are not beyond a
particular distance from the service provider managed ele-
ment.

Services Controller

FIG. 3 shows a more detailed view of services controller
130, according to an embodiment. Services controller 130
includes tracker 310, locator engine 320 and authorization
engine 330. User information 315, device information 325
and service request 335 are received by services controller
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130 and authorization 340 is generated by services controller
130. Services controller is coupled to subscriber profile 390.

In an embodiment, tracker 310 receives service request
335, along with user information 315 and device informa-
tion 325. Locator engine 320 uses the information received
from tracker 310 to determine the location of device 210.
For example, locator engine 320 can utilize user information
315 and/or device information 325 to determine that device
210 is present in location 220. As discussed further below,
in another embodiment, locator engine 320 compares the
received information (315, 325) with information stored in
subscriber profile 390. For example, device information 325
can include information about cable modem 260, such
network interface having an identifier linked to user 205, for
example, by subscriber profile 390. In other embodiments,
different approaches to linking information to users, devices
and locations can also be used.

Authorization engine 330 is configured to combine
received information and determine whether to authorize the
providing of the requested service to the requesting device.
An exemplary determination is whether the determined
location of the requesting device is authorized to receive the
service. An additional determination performed by an
embodiment concerns whether the requesting user is autho-
rized to receive the service.

For example, after locator engine 320 determines that
requesting device 210 is in location 220, authorization
engine 330 compares the determined location 220 with
authorized locations stored in subscriber profile 390. In
another embodiment, a network interface can be presumed
to be in an authorized location, and no additional location
determination is performed.

User Authentication

In an embodiment, a user is associated with the service
request, and this associated user is authenticated as a con-
dition of the delivery of the service. Authentication of the
user can be performed in various known ways, including by
authenticating user credentials associated with the request.
User credentials can include a username and a password, a
user certificate, a stored user token and a stored “web
cookie,” according to different embodiments. A user can also
be authenticated by virtue of possessing a registered user
device, e.g., user 205 making a service request from device
210.

In an embodiment, in association with service provider
server 150, information is stored by a service provider about
individuals authorized to receive services, e.g., user 205 as
a subscriber. This stored information can be stored as a
subscriber “account profile” and/or other collection of infor-
mation. For convenience, this stored information is referred
to herein as a “subscriber profile,” e.g., subscriber profile
390.

In an embodiment, a service “user” can be one of several
people included in a subscriber account, as well as the
subscriber account itself. An example of a group of people
who share a single subscriber account is a household, e.g. a
group of people living in a single dwelling. In an embodi-
ment, a user can be authorized to receive a service on a
device based on their association with a subscriber account.
In a similar embodiment, the individuals included in a
subscriber account can be authorized based on an associa-
tion of the subscriber account with a user.

The service provider can authenticate users, devices and/
or locations by accessing subscriber profile 390. Subscriber
profile 390 may include user identifiers associated with the
account of the subscriber, and additional information may or
may not be included. In one embodiment, subscriber profile
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390 is built by the service provider based on data tracked by
the service provider. For example, after the service provider
has received information about a device and/or a user, the
service provider may track the information

Upon receipt of a service request, services controller 130
can determine if the user associated with the user identifier,
or device associated with the device identifier, corresponds
to an entry in subscriber profile 390. Subscriber profile 390
can also be used to establish a location for service requesting
device 210. Once the location is established, subscriber
profile 390 can be used to authorize the providing of the
service based on locations associated with user 205.

In an embodiment, subscriber profile 390 may contain a
broad variety of information, including a list of users and/or
devices associated with the subscriber account and rules
and/or exceptions for service access for each user, device,
group of users, or group of devices in the subscriber house-
hold.

In different embodiments, subscriber profile 390, as well
as all other items information discussed herein, can be stored
in, and retrieved from, a database, a directory, a file, a table
or other appropriate physical or logical data structure, for
example, as records.

In the following non-limiting, illustrative list, items P1-P6
describe example information stored, by embodiments, in
subscriber profile 390. Items P1-P6 are listed below:

P1. Subscriber profile 390 can store references to devices
associated with particular subscribers. For example, device
210, laptop computer 215 and desktop computer 217 can be
related to user 205.

P2. Limitations can be stored in subscriber profile 390 that
specify the types of devices with which a subscriber can be
authorized to receive services. For example, user 205 can
have limitations stored in subscriber profile 390 that do not
allow connections to “mobile” devices, e.g., stationary desk-
top computer 217 is permissible but device 210 is not.

P3. Limitations can be stored in subscriber profile 390 that
specify the maximum number of devices can be associated
with a user. For example, in an embodiment, user 205 can
only use two out of the three devices shown on FIG. 2.

P4. Stored subscriber profile 390 can refer to locations
associated with a subscriber. For example, the location of the
household associated with user 205 can be stored, e.g.,
location 220. The location of a subscribing household may
be the primary residence of the subscribing household, and
the address of the primary residence of a subscriber may be
gathered from a subscriber when he or she initially signs up
for the service. In the case of a commercial customer, the
location of the subscribing household may be the address of
the subscriber’s business. The subscribing household may
be associated with one location or more than one location.

PS. User authentication information can be stored sub-
scriber profile 390, for example a user identifier and a user
password. This user identifier may be any number, string, or
other identifier associated with a subscriber or subscriber
household in a service provider database. In some embodi-
ments, the user identifier may be several identifiers associ-
ated with a user account or accounts. In the case of phones,
the user identifier may be a phone number assigned to a
customer. In the case of cable television service accessed
over the internet, the user identifier may be a user name
associated with a subscriber household. In one embodiment,
the user identifier may be associated with a subscriber
account, and this information may be stored in a database
accessible by the service provider. For example, the user
identifier may be a username, and the service provider may
access a database of subscriber accounts and associated
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usernames. In another embodiment, a subscriber account
identifier may be sent with the request, along with the user
identifier.

P6. Network interface information associated with a sub-
scriber can also be stored in subscriber profile 390. Such
network interface information including identifying infor-
mation about STB 295 and cable modem 290.

As would be appreciated by one having skill in the
relevant art(s), given the description herein, additional infor-
mation beyond items P1-P6 can be beneficially stored in
subscriber profile 390. Information can be accessed and
combined using a variety of approaches to enable to authen-
tication and authorization functions of some embodiments
described herein.

Service Authentication

In general, location tracking may be incorporated into
authentication processes in a variety of ways. For example,
the service provider may only permit access to a service if
device 210 is present in location 220. User 205, using device
210, can request a service, for example, that is limited to the
household location of the user, e.g., location 220. In an
embodiment, providing the location-restricted service is
only authorized by service provider server 150 after the
location of device 210 is determined and matched to autho-
rized location 220. Additional examples of location-based
authentication are described in the Subscriber Tracking
Application noted with the description of FIG. 1 above.

Continuing this example, during the providing of the
location-restricted service, an updated location of device
210 can be periodically checked and continued presence in
an authorized location can be verified. In an embodiment,
services controller 130 continues to track the location of a
device after an initial request by, for example, monitoring
the continuing connection to Internet 201. For example, by
tracking the ongoing association of laptop computer 215
with WiFi access point 265, the continuing presence of
laptop computer 215 at location 220 can be verified. In
another embodiment, the service provider continues to track
the location of the user after the initial request by monitoring
network communication information, for example, by track-
ing packets to and from device 210 marked with a network
address, such as an [P address assigned to device 210 and
wireless base station 160. In an embodiment, where a
coupled device (e.g., desktop computer 217) is on a private
network, with an IP address that is not visible outside the
private network, and is coupled to a network interface with
a visible IP address (e.g., WiFi access point 265), if the
coupled device is moved to another network interface, that
change can be noted and treated as indicative of a change in
location. Based on this change of network interface, services
controller 130 can terminate service delivery to the coupled
device, or require reauthorization.

Method 400

FIG. 4 illustrates a more detailed view of how embodi-
ments described herein may interact with other aspects of
embodiments. In this example, a method 400 of providing a
service is shown.

Initially, as shown in stage 410 in FIG. 4, a request to
provide the service to a device is received For example, in
an embodiment, a request for a service, e.g., service request
335, is received at services controller 130 from device 210
After the completion of stage 410, execution proceeds to
stage 420.

At stage 420, based on the received information, a loca-
tion of the device is determined. For example, in an embodi-
ment, based on an IP address associated with service request
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335, location 220, is determined. After the completion of
stage 420, execution proceeds to stage 430.

At stage 430, providing the service to the device is
authorized based on the determined location of the device.
For example, in an embodiment, authorization engine 330 in
services controller 130 compares determined location 220 to
a list of authorized locations for user 205 stored in subscriber
profile 390. Having found a match between location 220 and
information in subscriber profile 390, authorization engine
330 issues authorization 340 to service provider server 150,
such server delivering the service requested by service
request 335 to device 210. After stage 430, method 400 ends.
Example Computer System Implementation

FIG. 5 illustrates an example computer system 500 in
which embodiments of the present invention, or portions
thereof, may be implemented. For example, portions of
systems or methods illustrated in FIGS. 1-4 may be imple-
mented in computer system 500 using hardware, software,
firmware, tangible computer readable media having instruc-
tions stored thereon, or a combination thereof and may be
implemented in one or more computer systems or other
processing systems. Hardware, software or any combination
of such may embody any of the modules/components in
FIGS. 1-3 and any stage in FIG. 4. Devices 110A-B, device
210, laptop computer 215, desktop computer 217 and ser-
vice provider server 150 can also be implemented having
components of computer system 500. After reading this
description, it will be apparent to a person skilled in the
relevant art how to implement the invention using other
computer systems and/or computer architectures.

If programmable logic is used, such logic may execute on
a commercially available processing platform or a special
purpose device. One of ordinary skill in the art may appre-
ciate that embodiments of the disclosed subject matter can
be practiced with various computer system and computer-
implemented device configurations, including smart phones,
cell phones, mobile phones, tablet PCs, multi-core multi-
processor systems, minicomputers, mainframe computers,
computer linked or clustered with distributed functions, as
well as pervasive or miniature computers that may be
embedded into virtually any device.

The computer system 500 includes one or more proces-
sors, such as processor device 504. Processor device 504 is
connected to communication infrastructure 506. Computer
system 500 also includes a main memory 508, preferably
random access memory (RAM), and may also include a
secondary memory 510. Secondary memory 510 may
include, for example, a hard disk drive 512 and/or a remov-
able storage drive 514, representing a floppy disk drive, a
magnetic tape drive, an optical disk drive, etc. Removable
storage drive 514 reads from and/or writes to a removable
storage unit 518 in a well-known manner. Removable stor-
age unit 518, represents a floppy disk, magnetic tape, optical
disk, etc., which is read by and written to by removable
storage drive 514. As will be appreciated, the removable
storage unit 518 includes a computer usable storage medium
having stored therein computer software and/or data.

In alternative embodiments, secondary memory 510 may
include other similar means for allowing computer programs
or other instructions to be loaded into computer system 500.
Such means may include, for example, a removable storage
unit 522 and an interface 520. Examples of such may include
a program cartridge and cartridge interface (such as that
found in video game devices), a removable memory chip
(such as an EPROM, or PROM) and associated socket, and
other removable storage units 522 and interfaces 520 that
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allow software and data to be transferred from the remov-
able storage unit 522 to computer system 500.

Computer system 500 may also include a communica-
tions interface 524. Communications interface 524 allows
software and data to be transferred between computer sys-
tem 500 and external devices. Examples of communications
interface 524 may include a modem, a network interface
(such as an Ethernet card), a communications port, a PCM-
CIA slot and card, a wireless LAN (local area network)
interface, etc. Software and data transferred via communi-
cations interface 524 are in the form of signals 528 which
may be electronic, electromagnetic, optical, or other signals
capable of being received by communications interface 524.
These signals 528 are provided to communications interface
524 via a communications path (i.e., channel) 526. This
channel 526 carries signals 528 and may be implemented
using wire or cable, fiber optics, a phone line, a cellular
phone link, a wireless link, and other communications
channels.

In this document, the term “computer program product”
and “computer-readable medium having computer-execut-
able instructions stored thereon” can refer to removable
storage units 518, 522, and signals 528. These computer
program products are means for providing software to
computer system 500. The invention is directed to such
computer program products.

Computer programs (also called computer control logic)
are stored in main memory 505, and/or secondary memory
510 and/or in computer program products. Computer pro-
grams may also be received via communications interface
524. Such computer programs, when executed, enable com-
puter system 500 to perform the features of the present
invention as discussed herein. In particular, the computer
programs, when executed, enable the processor device 504
to perform the features of the present invention. Accord-
ingly, such computer programs represent controllers of the
computer system 500.

In an embodiment where the invention is implemented
using software, the software may be stored in a computer
readable storage medium and loaded into computer system
500 using removable storage drive 514, hard disk drive 512
or communications interface 524. The control logic (soft-
ware), when executed by the processor device 504, causes
the processor device 504 to perform the functions of the
invention as described herein.

In another embodiment, the invention is implemented
primarily in hardware using, for example, hardware com-
ponents such as application specific integrated circuits
(ASICs). Implementation of hardware state machine(s) so as
to perform the functions described herein will be apparent to
persons skilled in the relevant art(s).

In yet another embodiment, the invention is implemented
using a combination of both hardware and software.

Members of a household can typically be expected to
exhibit certain location-related behaviors, such as regular
and extended presence at the service address associated with
an account, or regular and extended periods of being in the
same location as other members of the household. Consis-
tent with the principles of the present invention as embodied
and broadly described herein, the location history of a
human user or user device can be used to validate, or to call
into question, whether the user is actually a member of the
household associated with a given account.

In an embodiment, a request to access a service is
received from a user. This request may be a request to
receive services from a service provider or to access services
from the service provider. In some embodiments, the request
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initiates a session with the service provider. In other embodi-
ments, no session is initiated. The request may contain a
password and/or identifiers, such as a user device identifier,
user identifier, and/or a user account identifier. Alternatively,
identifiers may be determined by querying the user device
requesting access to the service. User data may be tracked
using any of these identifiers, along with information regard-
ing the time the user accessed the service, and/or a location
from which the user accessed the service. The tracked user
data may be evaluated with respect to a policy to determine
if the user identifier or user device should be authorized to
access the service. For example, this evaluation may be
carried out by determining if the user identifier or user
device has established a minimum periodic presence in a
geographic location associated with a subscriber account,
such as the home of the subscriber household. In one
embodiment, the criteria for determining whether the user
identifier or device has established a minimum periodic
presence is defined in a policy.

According to another aspect of the invention, a subscriber
profile associated with the account identifier may be
accessed. This subscriber profile may include location his-
tory data for the various identifiers associated with the
subscriber account, and a separate process may analyze the
historical information in order to determine whether the
location history is consistent with use by a member of the
account household. If the analysis concludes the location
history is not consistent with expectations for an authorized
member of the household, the service provider may flag the
user identifier or user device as potentially unauthorized. In
one embodiment, this flag may be used to automatically
prevent further access by the user identifier or user device.
In another embodiment, this flag may be used to generate an
alert to personnel at the service provider, to investigate the
potentially unauthorized access. In yet another embodiment,
the flag may be used to automatically generate a warning
message to, or to solicit additional information from, the
user or subscriber.

CONCLUSION

Embodiments described herein relate to methods and
systems and computer program products for providing a
service using location-based authentication. The summary
and abstract sections may set forth one or more but not all
exemplary embodiments of the present invention as con-
templated by the inventors, and thus, are not intended to
limit the present invention and the claims in any way.

The embodiments herein have been described above with
the aid of functional building blocks illustrating the imple-
mentation of specified functions and relationships thereof.
The boundaries of these functional building blocks have
been arbitrarily defined herein for the convenience of the
description. Alternate boundaries may be defined so long as
the specified functions and relationships thereof are appro-
priately performed.

The foregoing description of the specific embodiments
will so fully reveal the general nature of the invention that
others may, by applying knowledge within the skill of the
art, readily modify and/or adapt for various applications
such specific embodiments, without undue experimentation,
without departing from the general concept of the present
invention. Therefore, such adaptations and modifications are
intended to be within the meaning and range of equivalents
of the disclosed embodiments, based on the teaching and
guidance presented herein. It is to be understood that the
phraseology or terminology herein is for the purpose of
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description and not of limitation, such that the terminology
or phraseology of the present specification is to be inter-
preted by the skilled artisan in light of the teachings and
guidance.

The breadth and scope of the present invention should not
be limited by any of the above-described exemplary embodi-
ments, but should be defined only in accordance with the
claims and their equivalents.

What is claimed is:

1. A server, comprising:

a memory storing a subscriber profile corresponding to a
subscriber, wherein the subscriber profile includes
information comprising a number of devices, deter-
mined by a service provider of the subscriber, that can
be used by the subscriber to access a service; and

a controller configured to:
receive a first request and a second request to authen-

ticate a first device and a second device of the
number of devices, respectively, for the subscriber,
determine a first location associated with the first
device and a second location associated with the
second device,
authenticate the first device in response to determining
that:
the subscriber is authorized to access the service at
the first location, and
a total amount of authenticated devices for the sub-
scriber will not exceed the number of devices after
the first device is authenticated, and
authenticate the second device in response to determin-
ing that:
the subscriber is authorized to access the service at
the second location, and
the total amount of authenticated devices for the
subscriber will not exceed the number of devices
after the second device is authenticated.

2. The server of claim 1, wherein the subscriber profile
further includes a list of authorized locations, and

wherein the controller is further configured to determine
whether the first location or the second location is in the
list of authorized locations.

3. The server of claim 1, wherein the controller is further

configured to:

determine whether the first request or the second request
corresponds to the subscriber before authenticating the
first device.

4. The server of claim 1, wherein the memory stores a
plurality of subscriber profiles, including the subscriber
profile, that correspond to a plurality of subscribers.

5. The server of claim 1, wherein the controller is further
configured to determine that the first device or the second
device is a stationary device before authenticating the first
device or the second device, respectively.

6. The server of claim 4, wherein the subscriber profile
further includes a list of device types that can be used to
access the service.

7. The server of claim 6, wherein the controller is further
configured to:

determine that a type of the first device or the second
device is in the list of device types before authenticat-
ing the first device or the second device, respectively.

8. The server of claim 1, wherein the controller is further
configured to:

determine identification information associated with a
network interface through which the first device or the
second device is connected; and
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determine whether the first device or the second device is
authorized to access the server via the network inter-
face before authenticating the first device or the second
device, respectively.

9. The server of claim 1, wherein the controller is further

configured to:

provide the service to the first device in response to
authenticating the first device.

10. The server of claim 1, wherein the controller is further

configured to:

provide the service to the second device after the second
device is authenticated.

11. A server, comprising:

a memory storing a plurality of subscriber profiles corre-
sponding to a plurality of subscribers, wherein each
subscriber profile in the plurality of subscriber profiles
includes information comprising a number of devices,
determined by a service provider, that can be used to
access a service; and

a controller configured to:
receive a first request and a second request to authen-

ticate a first device and a second device of the
number of devices, respectively,
identify a subscriber in the plurality of subscribers that
originated the first request or the second request,
identify a subscriber profile corresponding to the iden-
tified subscriber,
determine a first location associated with the first
device and a second location associated with the
second device,
authenticate the first device for the identified subscriber
in response to determining, based on information in
the identified subscriber profile, that:
the identified subscriber is authorized to access the
service at the first location, and
a total amount of authenticated devices for the iden-
tified subscriber will not exceed the number of
devices in the identified subscriber profile after the
first device is authenticated, and
authenticate the second device for the identified sub-
scriber in response to determining, based on informa-
tion in the identified subscriber profile, that:
the identified subscriber is authorized to access the
service at the second location, and

the total amount of authenticated devices for the iden-
tified subscriber will not exceed the number of
devices in the identified subscriber profile after the
second device is authenticated.

12. The server of claim 11, wherein each subscriber
profile in the plurality of subscriber profiles further includes
information comprising a list of authorized locations, and
wherein the controller is further configured to determine
whether the first location or the second location is in the list
of authorized locations in the identified subscriber profile.

13. The server of claim 11, wherein each subscriber
profile in the plurality of subscriber profiles further includes
information comprising a list of device types that can be
used to access the service.

14. The server of claim 13, wherein the controller is
further configured to:

determine that a type of the first device or the second
device is in the list of device types in the identified
subscriber profile before authenticating the first device
or the second device.

15. The server of claim 11, wherein the controller is

further configured to:
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provide the service to the first device or the second device
in response to determining that a list of devices in the
identified subscriber profile includes the first device or
the second device.
16. A method, comprising:
storing, by a memory, a subscriber profile corresponding
to a subscriber, wherein the subscriber profile includes
information comprising a number of devices, deter-
mined by a service provider of the subscriber, that can
be used by the subscriber to access a service;
receiving a first request and a second request to authen-
ticate a first device and a second device of the number
of devices, respectively, for the subscriber to enable the
subscriber to access the service;
determining a first location associated with the first device
and a second location associated with the second
device;
authenticating the first device in response to determining
that:
the subscriber is authorized to access the service at the
first location, and a total amount of authenticated
devices for the subscriber will not exceed the number
of devices that can be used by the subscriber to
access the service after the first device is authenti-
cated, and
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authenticating the second device in response to determin-
ing that:
the subscriber is authorized to access the service at the
second location, and the total amount of authenti-
cated devices for the subscriber will not exceed the
number of devices that can be used by the subscriber
to access the service after the second device is
authenticated.
17. The method of claim 16, further comprising:
storing a list of the authenticated devices and the number
of devices in a subscriber profile corresponding to the
subscriber.
18. The method of claim 16, further comprising:
determining whether the first location is in a list of
authorized locations before authenticating the first
device; and
determining whether the second location is in the list of
authorized locations before authenticating the second
device.
19. The method of claim 16, further comprising:
determining whether a type of the first device or the
second device is in a list of authorized device types
before authenticating the first device or the second
device.



